
 Join Oakland Privacy to organize against the 

surveillance state, against Urban Shield, and to advocate 

for privacy and surveillance regulation ordinances to be 

passed around the Bay Area (see back). 

 

We are also engaged in the fight against Predictive Policing 

and other “pre-crime” and “thought-crime” abominations, 

drones, improper use of police body cameras and license plate 

readers, requirements for “backdoors” to cellphones and 

against other invasions of privacy by our benighted City, 

County, State and Federal Govts. We stand in solidarity with 

Black Lives Matter and against police militarization. 
 

Oakland Privacy originally came together to fight against 

the Domain Awareness Center (DAC), Oakland’s citywide 

networked mass surveillance hub. We were instrumental in stopping 

the DAC from becoming a city-wide spying network. 

Check out our website / sign up for our newsletter: oaklandprivacy.org/ 

   Follow us on twitter: @oaklandprivacy 

If you are interested in joining the Oakland Privacy email listserv, contact us: contact@oaklandprivacy.org or send 

email to: oaklandprivacyworkinggroup-subscribe@lists.riseup.net                                                                     (OVER) 
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     I’ve been watching you watching me… 

     I’ve been watching you watching me… 



Oakland Privacy is working hard to pass Surveillance 
Equipment Regulation Ordinances in Oakland, Berkeley, for 
the BART system and elsewhere. Once in place, these 
ordinances will hold police and other agencies accountable to 
the people. Such ordinances would demand: 

 

 Public hearings on every new gadget or technique 

 Approval or denial by vote on equipment and software 
acquisition by the local government we elect – and can un-elect. 

 Approval or denial by vote of any proposed information sharing 
with Federal agencies (e.g. ICE). 

 Evaluation of civil rights concerns, and a cost/benefit analysis 

 Putting in place a privacy policy before any equipment or 
software can be deployed, specifying what it may – and may not – be 
used for, and how long any data it may gather may be kept. 

 A public report every year on how and when the equipment or 
software how been used. 

 

You can help by contacting your representatives and expressing support for strong regulation 

of surveillance equipment via a Surveillance Equipment Regulation Ordinance. 

   Oakland: Rebecca Kaplan (At Large Representative): (510) 238-7008, atlarge@oaklandnet.com, Find your Councilperson: tinyurl.com/n8xvq59 

   Berkeley: Mayor Jesse Arreguin: (510) 981-7100, mayor@cityofberkeley.info, Find your Councilperson: tinyurl.com/l9sxh9r 

   BART:  Send email to the Board: tinyurl.com/lyzmr3j, Find your BART Board representative: tinyurl.com/k89ay3s 
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